Simplifying CJIS Compliance with AWS

Law enforcement is taking advantage of Amazon Web Services (AWS) to improve operational costs and efficiencies while safeguarding Criminal Justice Information (CJI) data. AWS offers security automation, tools, and visibility to move faster and meet Criminal Justice Information Services (CJIS) security requirements so your agency can stay safe, by design. Learn how to protect CJI data while using AWS services to manage police videos, deliver electronic warrant services, and more.

**Design & Deploy**
- Encrypt your data in motion and at rest, as well as manage your keys
- Broad ecosystem of partners to help with any use case
- Log & monitor your activity with AWS CloudTrail
- Leverage threat detection tools to gain intelligence

**Operate & Improve**
- Create secure & complaint workloads with Security by Design
- Automate security controls and streamline auditing with AWS GoldBase
- Trust tenured, background checked employees
- Use tools that assess for vulnerabilities & provide recommendations

Get Started Today!

Amazon Web Services is committed to maintaining a security program consistent with federal and state laws, regulations, and standards including the CJIS Advisory Policy Board standards and the requirements of the FBI CJIS Security Addendum.

AWS and our partners are meeting the needs of the Law Enforcement community to collect, transfer, manage, and share digital evidence. Find out how the AWS cloud has been architected to be the most flexible, secure cloud computing environment available for the Justice & Public Safety community at: [aws.amazon.com/stateandlocal/justice-and-public-safety/](http://aws.amazon.com/stateandlocal/justice-and-public-safety/)

Learn how the cloud is helping law enforcement agencies [pages.awscloud.com/JusticeandPublicSafety.html](http://pages.awscloud.com/JusticeandPublicSafety.html)