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The Barracuda Cloud Security Guardian in AWS solution runs on
AWS and offers the following key benefits:

« Discovery and Visualization
+ Policy Definition
« Compliance Assessment

« Control Implementation

. Automated Remediation
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Create a New Policy in Barracuda Cloud Security Guardian

Step 1 Log into the Barracuda Cloud Security Guardian dashboard (if not already logged in).

Step 2 On the left-side, select the Security & Compliance option, located under the Policy

Management area.
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Step 3 Click the New policy button.

Step 4 Complete the Policy Name field.

= Barmacuda Cloud Security Guardian
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Step 5

Step 6

Step 7

O

Select the policy items you wish to add by marking the checkboxes to the left
of each item.

Once you have selected all policy items that you want, click the Add button at
the bottom of the pop-up window to save the new policy.
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Step 8 Select Security & Compliance and then Run Report.
Step 9 Next, click the Details option to view the results of the scan.

v 2019-0406 1059 201904071059

Security & Compliance

Scan Reports

CLOUD ACCOUNT EVENT RESULT

Score:39
aws S
RS Rules: 41 passed, 63 failed - Detals

Step 10 Now we want to fix some of the issues.

Step 11 Click back on the Dashboard option on the left-side menu.
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Step 12 On the Dashboard screen, you should see data under the Compliance Scan Result area. If
you do not, you may need to change the filter for the time range.
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Step 13 Click the More Details option.
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Step 14 You can now review the alerts from the scan and fix any issues.

Complete
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Thank you.

For more information, visit https://amzn.to/2LUJQbE




